
Abstract 

The goal of this thesis is to map children users' theoretical knowledge of risks of the Internet. 

It deals with problems of cyberbullying, cyberstalking, sexting and cybergrooming in the 

youngest city of the Czech Republic, in Milovice. It describes the dangerous behaviour 

patterns that the children at the age of 11-15 years (i.e. the second stage of elementary 

schools) in that city are confronted with and that they tend to follow-up. The research shows 

how they perceive risks of the Internet and how much they trust strange people online. It finds 

out whether the children make relations with strangers and whether they meet them in real 

world, where they would look for help if needed and whether they are familiar with some 

projects focused on the Internet safety. The definition of risk factors of the new media and 

specification of child users are crucial for the thesis. The thesis also briefly describes Czech 

legislation connected with risks of cyberspace and outlines the profiles of the aggressors and 

their victims. It shows possible after-effects of cyber criminality on the real examples.  It 

introduces various tools, projects and children and parents approaches that help them with the 

prevention and minimization of risks. The empiric part of the thesis is solved by quantitative 

method. In conclusion it compares the results with a similar nationwide research leaded by 

Kamil Kopecký from the University Palacky in Olomouc.  

 


